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CLASSIFIED SUPPLEMENT TO THE COMMITTEE REPORT

The classified nature of United States intelligence activities pre-
vents the Committee from disclosing the details of its budgetary
recommendations in this Report. The Committee has prepared a
classified supplement to this Report which contains (a) the Classi-
fied Annex to this Report and (b) the classified Schedule of Author-
izations which is incorporated by reference in the Act and has the
same legal status as public law. The Classified Annex to this Re-
port explains the full scope and intent of the Committee’s action as
set forth in the classified Schedule of Authorizations. Reports re-
quired by the Classified Annex and this Report have been incor-
porated by reference in Section 105 of the Bill. In addition, the
Committee expects the Intelligence Community to comply with any
other directions as requirements contained therein as it would any
other statutory requirement.

The classified supplement to the Committee Report is available
for review by any Member of the Senate, subject to the provisions
of Senate Resolution 400 of the 94th Congress.

The classified supplement is made available to the Committees
on Appropriations of the Senate and the House of Representatives,
the Permanent Select Committee on Intelligence of the House of
Representatives and to the President. The President shall provide
for appropriate distribution within the Executive Branch.

SECTION-BY-SECTION ANALYSIS AND EXPLANATION

The following is a section-by-section summary of the fiscal year
2004 Intelligence Authorization Bill. Following the section-by-sec-
tion analysis and explanation is a more detailed discussion of the
provisions contained in the Bill and of the Committee’s related
comments.
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TITLE I —INTELLIGENCE ACTIVITIES

Section 101. Authorization of appropriations

Section 101 lists the U.S. Government departments, agencies,
and other elements for which the Act authorizes appropriations for
intelligence and intelligence-related activities for fiscal year 2004.

Section 102. Classified schedule of authorizations

Section 102 makes clear that the details of the amounts author-
ized to be appropriated for intelligence and intelligence-related ac-
tivities and applicable personnel ceilings covered under this title
for fiscal year 2004 are contained in a classified Schedule of Au-
thorizations. The Schedule of Authorizations shall be made avail-
able to the Committees on Appropriations of the Senate and House
of Representatives, to the Permanent Select Committee on Intel-
ligence of the House of Representatives, and to the President.

Section 103. Personnel ceiling adjustments

Section 103 authorizes the Director of Central Intelligence, with
the approval of the Director of the Office of Management and
Budget (OMB), in fiscal year 2004 to authorize employment of civil-
ian personnel in excess of the personnel ceilings applicable to the
components of the Intelligence Community under section 102 by an
amount not to exceed two percent of the total of the ceilings appli-
cable under section 102. The Director of Central Intelligence may
exercise this authority only if necessary to the performance of im-
portant intelligence functions. Any exercise of this authority must
be reported to the Intelligence Committees.

Section 104. Intelligence Community Management Account

Section 104 authorizes appropriations for the Community Man-
agement Account (CMA) of the Director of Central Intelligence and
sets the personnel end-strength for the Intelligence Community
Management Staff (CMS) for fiscal year 2004.

Subsection (a) authorizes appropriations of $198,390,000 for fis-
cal year 2004 for the activities of the CMA of the Director of Cen-
tral Intelligence. Subsection (a) also authorizes funds identified for
advanced research and development to remain available for two
years.

Subsection (b) authorizes 310 full-time personnel for elements
within the CMA for fiscal year 2004 and provides that such per-
sonnel may be permanent employees of the CMA element or de-
tailed from other elements of the U.S. Government.

Subsection (c) authorizes additional appropriations and personnel
for the CMA as specified in the classified Schedule of Authoriza-
tions and permits the additional funding for research and develop-
ment to remain available through September 30, 2005.

Subsection (d) requires that, except as provided in section 113 of
the National Security Act of 1947, personnel from another element
of the U.S. Government be detailed to an element of the CMA on
a reimbursable basis, or for temporary situations of less than one
year on a non-reimbursable basis.

Subsection (e) authorizes $37,090,000 of the amount authorized
in subsection (a) to be made available for the National Drug Intel-
ligence Center (NDIC). Subsection (e) requires the Director of Cen-
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tral Intelligence to transfer these funds to the Department of Jus-
tice to be used for NDIC activities under the authority of the Attor-
ney General, and subject to section 103(d)(1) of the National Secu-
rity Act.

Section 105. Incorporation of reporting requirements

Section 105 incorporates reporting requirements in the con-
ference report to the Act, and the House and Senate reports on the
associated Bills, and the classified annexes thereto, into the Act.

Section 106. Preparation and submittal of reports, reviews, studies,
and plans relating to intelligence activities of Department of
Defense or the Department of Energy

Section 106 governs preparation and submittal of reports relating
to Department of Defense (DoD) or Department of Energy (DoE).

TITLE II—CENTRAL INTELLIGENCE AGENCY RETIREMENT AND
DISABILITY SYSTEM

Authorization of Appropriations

Section 201. Authorization of appropriations

Section 201 authorizes appropriations in the amount of
$226,400,000 for fiscal year 2004 for the Central Intelligence Agen-
cy Retirement and Disability Fund.

TiTLE III—GENERAL PROVISIONS

Subtitle A—Recurring General Provisions

Section 301. Increase in employee compensation and benefits au-
thorized by law

Section 301 provides that funds authorized to be appropriated by
this Act for salary, pay, retirement, and other benefits for Federal
employees may be increased by such additional or supplemental
amounts as may be necessary for increases in such compensation
or benefits authorized by law.

Section 302. Restriction on conduct of intelligence activities

Section 302 provides that the authorization of appropriations by
the Act shall not be deemed to constitute authority for the conduct
of any intelligence activity that is not otherwise authorized by the
Constitution or laws of the United States.

Subtitle B—Intelligence

Section 311. Modification of authority to obligate and expend cer-
tain funds for intelligence activities

Section 311 amends the National Security Act of 1947 by remov-
ing the “unforeseen requirements” criterion from section
504(a)(3)(B) of the Act (50 U.S.C. 414(a)(3)) (relating to the funding
of certain intelligence activities by reprogramming).



5

Section 312. Modification of notice and wait requirements on
projects to construct or improve Intelligence Community facili-
ties

Section 312 amends section 602 of the Intelligence Authorization

Act for Fiscal Year 1995 (Public Law 103-359) to change
unprogrammed construction notice and wait periods and to raise
notification thresholds for certain construction and renovation
projects. Section 312(b) amends section 602(b)(2) of the Act to au-
thorize the Director of Central Intelligence and Secretary of De-
fense to initiate within seven days (vice 21 days) of congressional
notification unprogrammed construction projects in excess of the
amount specified in section 602(a) of the Act. The provision sepa-
rately authorizes, in emergencies, commencement of construction
immediately upon notification despite the 7-day waiting period that
would normally apply, subject to a joint Director of Central Intel-
ligence-Secretary of Defense determination that “an emergency re-
lating to the national security or the protection of health, safety,
or environmental quality exists and that delay would harm any or
all of those interests.” For projects that primarily concern sub-
section (b)(3) authorizes the Director of Central Intelligence to
make the required determination unilaterally.

Section 313. Use of funds for counterdrug and counterterrorism ac-
tivities for Colombia

Section 313 authorizes the use of funds designated for intel-
ligence or intelligence-related purposes for assistance to the Gov-
ernment of Colombia for counterdrug activities for fiscal year 2004
(and any unobligated funds designated for such purposes for prior
years) to be utilized to support a unified campaign against nar-
cotics trafficking and against activities by organizations (such as
the Revolutionary Armed Forces of Colombia (FARC), the National
Liberation Army (ELN), and the United Self-Defense Forces of Co-
lombia (AUC)), and to take actions to protect human health and
welfare in emergency circumstances, including undertaking rescue
actions. A similar provision was enacted as Section 501 of the Intel-
ligence Authorization Act for Fiscal Year 2003 (Public Law 107—
306).

Section 314. Pilot program on analysis of signals and other intel-
ligence by intelligence analysts of various elements of the Intel-
ligence Community

Section 314 requires the National Security Agency (NSA) to de-
velop a pilot program to improve the ability of analysts in other in-
telligence agencies to obtain access to and analyze data collected
and held by NSA while retaining appropriate handling safeguards.

Section 315. Pilot program on training for intelligence analysts

Section 315 proposes that a Reserve Officers Training Corps
(ROTC)-like Intelligence Analyst Program be established by the As-
sistant Director of Central Intelligence for Analysis and Production
(ADCI/A&P). The goal of the program should be to recruit entry-
level analysts and operations specialists with enhanced analytic
and foreign language skills who are committed to a career in the
Intelligence Community.
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Section 316. Extension of National Commission for the Review of
the Research and Development Program of the United States
Intelligence Community

Concerning Section 316, because of military operations to disarm
Iraq, Senate organizational issues, and other priorities, the Senate
leadership has not yet appointed Commission members. This sec-
tion extends the Commission to permit appointment of members
and commencement of the Commission’s duties.

Subtitle C—Surveillance

Section 321. Clarification and modification of sunset of surveil-
lance-related amendments made by USA PATRIOT Act of 2001

Regarding Section 321(a) of this measure, it should be recalled
that Section 224 of the USA PATRIOT Act of 2001 (Public Law
107-56 (Oct. 26, 2001)) contained language that would terminate
certain provisions of that Act on December 31, 2005. Section 224
clearly assumed, but did not explicitly provide, that the pre-exist-
ing text of laws modified by the Act would be restored upon oper-
ation of this “sunset” clause. This has raised some concern on ac-
count of the provisions of 1 U.S.C.108, which provides as a general
rule of statutory construction that “[wlhenever an Act is repealed,
which repealed a former Act, such former Act shall not thereby be
revived, unless it shall be expressly so provided.” The Committee
believes that because the USA PATRIOT Act “sunset” clause does
not involve the “repeal” of actual “Acts,” that 1 U.S.C. 108 would
in all likelihood not affect the coherence of Section 224 of the Act.
Nevertheless, in order to provide absolute clarity, the Committee
provides in this section that laws modified by those sections of the
USA PATRIOT Act listed in Section 224 will return to their pre-
USA PATRIOT Act form after the operation of the “sunset” provi-
sion.

Section 216 of the USA PATRIOT Act modified authorities relat-
ing to the use of pen registers and trap and trace devices. Section
204 of the Act clarified that intelligence exceptions continued to
apply to limitations on the interception and disclosure of wire, oral,
and electronic communications, notwithstanding the modifications
of Section 216. Section 224 of the Act contains a sunset provision
that excludes section 216, but includes section 204. This omission
of Section 204 from the sections excluded from “sunset” creates a
technical anomaly. Section 321(b) corrects the technical oversight
and removes Section 204 of the Act from the sunset provision. If
not removed, valuable and necessary intelligence exemptions to the
pen register and trap and trace provision would be lost after De-
cember 31, 2005.

Subtitle D—Reports

Section 331. Report on cleared insider threats to classified computer
networks

Section 331 requires the Director of Central Intelligence, in con-
junction with the Secretary of Defense, to provide, in a one-time re-
port to Congress, an assessment of the national security risks
posed by “cleared insiders” that are inherent in current computer
security practices within the Intelligence Community and DoD.
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Section 332. Report on security background investigations and secu-
rity clearance procedures of the Federal Government

Section 332 requires the Director of Central Intelligence, in co-
ordination with the Secretary of Defense, to provide a report on the
adequacy and future direction of security background investiga-
tions and clearance procedures within the U.S. Government.

Section 333. Report on detail of civilian intelligence personnel
among elements of the Intelligence Community and the Depart-
ment of Defense

Section 333 requires the Director of Central Intelligence, in con-
junction with the Secretary of Defense, to provide an assessment
to Congress of ways to ease movement of civilian intelligence per-
sonnel between various elements of the Intelligence Community to
respond more flexibly and effectively to the shifting needs of intel-
ligence collection and analysis.

Section 334. Report on modifications of policy and law on classified
information to facilitate sharing of information for national se-
curity purposes

Section 334 requests that the President review Executive Orders
12333 and 12598 and submit a report within 6 months on potential
changes to the Executive Orders or legislative actions which could
be applied to facilitate information sharing and data access across
the Intelligence Community.

Section 335. Report of Secretary of Defense and Director of Central
Intelligence on strategic planning

Section 335 requires the Secretary of Defense and the Director
of Central Intelligence, jointly, to report not later than February
15, 2004, on progress toward establishing an independent, com-
prehensive, analytical capability to assess collection program alter-
natives, as well as the steps taken to better coordinate DoD and
Intelligence Community strategic planning.

Section 336. Report on United States dependence on computer hard-
ware and software manufactured overseas

Section 336 directs the Director of Central Intelligence to prepare
a thorough evaluation of the trends and the strategic implications
of increasing United States reliance on foreign hardware and soft-
ware.

Section 337. Report on lessons learned from military operations in
Iraq

Section 337 requires the Director of Central Intelligence to sub-
mit a report regarding intelligence lessons learned as a result of In-
telligence Community support to military operations during the
course of Operation Iraqi Freedom. The report must be submitted
to the appropriate committees not later than one year after enact-
ment of this Act.
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Section 338. Reports on conventional weapons and ammunition ob-
tained by Iraq in violation of certain United Nations Security
Council resolutions

Section 338 requires the Director of the Defense Intelligence
Agency (DIA), not later than 120 days after the cessation of hos-
tilities in Iraq, to submit a preliminary report to certain specified
committees regarding conventional weapons and ammunition ob-
tained by Iraq in violation of applicable United Nations resolutions.
A final report is required not later than 270 days after the ces-
sation of hostilities in Iraq. Given the May 1, 2003 remarks by the
President concerning the conclusion of major combat operations in
Iraq, the Committee believes there has been a cessation of hos-
tilities in Iraq as of that date for purposes of this reporting require-
ment.

Section 339. Repeal of certain report requirements relating to intel-
ligence activities

Section 339 eliminates certain reporting requirements that no
longer have enough utility in the legislative oversight process to
justify the burdens they impose upon intelligence agencies that are
hard at work protecting the United States against international
terrorism, supporting our troops in combat in Iraq and Afghani-
stan, and otherwise safeguarding and advancing our national secu-
rity. This section identifies a number of reports for elimination.

Subtitle E—Other Matters

Section 351. Extension of suspension of reorganization of Diplomatic
Telecommunications Service Program Office

Section 351 extends for an indefinite period the suspension au-
thorized in section 311 of the Intelligence Authorization Act for fis-
cal year 2002, Public Law 107-108 (Dec. 28, 2001), and extended
by section 351 of the Intelligence Authorization Act for Fiscal Year
2003, Public Law 107-306 (Nov. 27, 2002). Section 311 of the Intel-
ligence Authorization Act for Fiscal Year 2002 suspended the provi-
sions of the Intelligence Authorization Act for Fiscal Year 2001 (22
U.S.C. 7301 et seq.) that required reorganization of the Diplomatic
Telecommunications Service Program Office (DTS-PO). Section 315
of this Act extends the suspension until 60 days after the appro-
priate congressional committees are notified by the Secretary of
State or the Director of OMB, or the Director’s designees, that the
present operating framework for the DTS—PO has been terminated.
In designating officials under this section, the Committee expects
that the Director of OMB shall designate at least those officials ref-
erenced in the Classified Annex to this Bill.

Section 352. Modifications of authorities on explosive materials

Section 352 amends the Safe Explosives Act, Public Law 107—
296, Secs. 1121-28 (Nov. 25, 2002), to ensure that the provision
provides sufficient authority for the Secretary of Defense and the
Director of Central Intelligence to conduct, respectively, authorized
military and intelligence activities of the U.S. Government. In addi-
tion, the provision makes minor technical corrections to certain
other provisions in the Act.
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Section 353. Modification of prohibition on the naturalization of cer-
tain persons

Section 353 amends section 313(e)(4) of the Immigration and Na-
tionality Act (8 U.S.C. 1424(e)(4)), bringing the provision into es-
sential conformity with the determination process established in
comparable provisions of law governing the admission or expedited
naturalization of certain aliens and their immediate family mem-
bers, based on the alien having contributed to the national security
or intelligence mission of the United States. Under section 7 of the
Central Intelligence Agency Act of 1949 (CIA Act) (50 U.S.C. 403h),
section 316(f) of the INA (8 U.S.C. 1427(f)), and section 305 of Pub-
lic Law 104-293 (Oct. 11, 1996) (8 U.S.C. 1427 note), admission de-
terminations regarding an alien’s national security or intelligence
mission contribution are made by the Director of Central Intel-
ligence, the Attorney General, and (formerly) the Commissioner of
Immigration and Naturalization. Unlike those provisions, section
313(e)(4) requires consultation with the Secretary of Defense. This
difference from comparable determination processes has created
implementation difficulties. This amendment to section 313(e)(4)
leaves the determination process to the Director of Central Intel-
ligence, the Attorney General, and the Secretary of Homeland Se-
curity, reflecting the transfer of responsibility for adjudication of
naturalization petitions from the Commissioner of Immigration and
Naturalization to the Department of Homeland Security. See
Homeland Security Act of 2002, Public Law 107-296 (Nov. 25,
2002). The Secretary of Defense may still request the naturaliza-
tion of a particular alien by forwarding to the Director of Central
Intelligence the names of aliens who have made a national security
or intelligence contribution to DoD. Moreover, when DoD activities
are relevant to the determination, consultation with the Secretary
of Defense would still be required.

Section 354. Modification to definition of financial institution in the
Right to Financial Privacy Act

Section 354 provides enhanced authority for authorized Intel-
ligence Community collection activities designed to prevent, deter,
and disrupt activities directed against the United States. This sec-
tion expands the definition of “financial institution” for purposes of
section 1114 of the Right to Financial Privacy Act (12 U.S.C. 3414).
Section 1114 currently permits U.S. Government authorities en-
gaged in counterintelligence or foreign intelligence activities to ob-
tain certain financial records. The definition of “financial institu-
tion” in the Right to Financial Privacy Act—essentially unmodified
since the Act became law in 1978—significantly excludes certain
entities that provide financial services to the public. Financial
records maintained by these entities are not covered by the Act
and, thus, are not accessible by counterintelligence and foreign in-
telligence elements of the U.S. Government under the Act, limiting
the effectiveness of national security investigations. In order to ex-
pand the definition of “financial institution” for purposes only of
section 1114, this subsection adopts, in part, the definition of “fi-
nancial institution” found in section 5312(a)(2) of title 31, United
States Code. The expansion of this definition is consistent with the
definition used in section 804(5) of the Counterintelligence and Se-
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curity Enhancements Act of 1994, Public Law 103-359 (50 U.S.C.
438).

Section 355. Coordination of Federal Government research on secu-
rity evaluations

Section 355 requires that the National Science Foundation and
the Office of Science and Technology jointly submit to Congress a
written report identifying the research most likely to advance the
understanding of the use of certain assessments of individuals in
security evaluations; distinguish between short-term and long-term
areas of research in order to maximize the utility of short-term and
long-term research on such assessments; identify the Federal agen-
cies best suited to support such research; and develop recommenda-
tions for coordinating future Federally-funded research for the de-
velopment, improvement, or enhancement of security evaluations.

Section 356. Technical Amendments

Section 356 corrects now-erroneous citations to section 103(c)(6)
of the National Security Act of 1947 (50 U.S.C. 403-3(¢c)(7)), which
was redesignated section 103(c)(7) by section 901 of the USA PA-
TRIOT Act of 2001, Public Law 107-56 (Oct. 26, 2001), thus neces-
sitating the technical correction made by this section. This section
also corrects incorrect cross-references in Section 15 of the CIA Act
(50 U.S.C. 4030) and Section 11 of the National Security Agency
Act of 1959 (50 U.S.C. 402 note) to the authorities of the General
Services Administration (GSA) special policemen. The authorities
of GSA special policemen were transferred to “officers and agents
of the Department of Homeland Security” pursuant to Section
1706(b)(1) of the Homeland Security Act of 2002, Public Law 107—
296 (Nov. 25, 2002) (40 U.S.C. 1315). This section provides tech-
nical corrections to the referenced statutes.

TITLE IV—CENTRAL INTELLIGENCE AGENCY

Section 401. Amendment to certain Central Intelligence Agency Act
of 1949 notification requirements

Section 401 amends the CIA Act (50 U.S.C. 403e(b)(5)) to exempt
section 4(b)(1) implementing regulations from the prior notification
requirements of section 4(b)(5). To the extent the Central Intel-
ligence Agency (CIA) adopts unique allowances and benefits under
section 4(b)(2) or (b)(3) or adopts or modifies regulations under sec-
tion 4(b)(4), notification of the Intelligence Committees prior to im-
plementation is still required.

Section 402. Protection of certain Central Intelligence Agency per-
sonnel from tort liability

Section 402 provides protections from tort liability for certain
specified CIA personnel (and, with respect to specified NSA per-
sonnel, Section 502) when those personnel take reasonable action,
including the use of force, (1) to protect an individual in their pres-
ence from a “crime of violence”, (2) to assist an individual who has
suffered, or is threatened with, bodily harm, or (3) to prevent the
escape of an individual who the personnel reasonably believe to
have committed a crime of violence in their presence.
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Section 403. Repeal of obsolete limitation on use of funds in Central
Services Working Capital Fund

Section 403 modifies the CIA Central Services Program (CSP) by
removing the technically expired requirements of section 21(f)(2)(B)
of the CIA Act (50 U.S.C. 403u(f)(2)(B)).

Section 404. Technical amendment to Federal Information Security
Management Act of 2002

Section 404 is a technical amendment to the Federal Information
Security Management Act of 2002. Section 1001(b)(1) of the Home-
land Security Act of 2002 and Section 301(b)(1) of the E-Govern-
ment Act of 2002 amended title 44, United States Code, to require
an annual independent evaluation of information security pro-
grams. As enacted, only an Inspector General created by the In-
spector General Act of 1978 or an independent external auditor
may perform the evaluation required by these provisions. Section
404 clarifies that Inspectors General authorized by other statutes
(e.g., Section 17 of the CIA Act (50 U.S.C. 403q)) may also perform
the required evaluation.

TITLE V—DEPARTMENT OF DEFENSE INTELLIGENCE MATTERS

Section 501. Protection of operational files of the National Security
Agency

Section 501 allows the Director of NSA, in coordination with the
Director of Central Intelligence, to exempt certain operational files
of NSA from search and review under the Freedom of Information
Act (FOIA), 5 U.S.C. 552. This section would allow exemptions for
files concerning the activities of NSA that document the means by
which foreign intelligence or counterintelligence is collected
through scientific and technical systems. This exemption authority
parallels that currently enjoyed by CIA, the National Imagery and
Mapoping Agency (NIMA), and the National Reconnaissance Office
(NRO).

Section 502. Provision of affordable living quarters for certain stu-
dents working at National Security Agency laboratory

Section 502 amends section 2195 of title 10, United States Code,
to permit the Director of NSA to provide and pay for living quar-
ters for Cooperative Education Program and Summer Program stu-
dents to address an existing housing shortage.

Section 503. Protection of certain National Security Agency per-
sonnel from tort liability

Section 503 provides protections from tort liability for certain
designated NSA personnel when those personnel take specified ac-
tions. The protections are similar to those afforded certain CIA per-
sonnel under Section 402.

Section 504. Authority for Intelligence Community elements of De-
partment of Defense to award personal service contracts

Section 504 provides authority for Intelligence Community ele-
ments of DoD to award personal services contracts, similar to the
CIA’s existing authority for personal services contracts under Sec-
tion 8 of the CIA Act (50 U.S.C. 403j(a)(1)).
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COMMITTEE COMMENTS ON FISCAL YEAR 2004 INTELLIGENCE
AUTHORIZATION BILL AND OTHER MATTERS

The Committee is mindful of the many sacrifices over the last
year made by members of the Intelligence Community around the
world. The Committee expresses its profound gratitude to them,
and offers its heartfelt condolences to the families of those who
made the supreme sacrifice.

INTELLIGENCE COMMUNITY MANAGEMENT, PLANNING, AND
PERFORMANCE

The Committee has been vigilant and will continue to vigorously
oversee the management, planning, and performance of the Intel-
ligence Community. We have grown concerned with—and the Ad-
ministration has continually raised—the issue of bureaucratic im-
pediments to the prosecution of the important national security
mission of the Intelligence Community. To address these impedi-
ments, the Committee has repealed or modified statutory require-
ments on the Intelligence Community that no longer serve a legiti-
mate oversight purpose, are unnecessary obstacles to the imple-
mentation of new initiatives, or fail to account for the passage of
time. The Committee remains concerned, however, with several
management issues still unresolved by the Intelligence Community.

Intelligence Community strategic and performance planning

Fiscal year strategic and performance plans

For the last two fiscal years, the Committee has expressed in its
report language an interest in strategic and performance planning
within the Intelligence Community. In response, the CMS in 2002
submitted strategic and performance plans for the Intelligence
Community as a whole, as well as for selected agencies within the
National Foreign Intelligence Program (NFIP). These documents
were the first-ever plans coordinated across the Intelligence Com-
munity aimed at establishing performance measures aligned with
iche stated goals and priorities of the Director of Central Intel-
igence.

While the Committee was pleased with this first effort by CMS
and the Intelligence Community, Senate Report 107-149 contained
suggestions for improvements to future reports. Specifically, the
Committee was concerned that the Intelligence Community’s initial
performance plans focused more on increasing intelligence capabili-
ties than on the value that such capabilities would add to achieving
the Intelligence Community’s missions. As such, the Committee di-
rected that the fiscal year 2004 performance plans include “mis-
sion-based” performance measures linking Intelligence Community
capabilities to the stated strategic goals of the Director of Central
Intelligence. The Committee believes that these mission oriented
performance measures should complement the budget process with-
in the CMS and the agencies within the NFIP. For this reason, the
Committee also directed that the fiscal year 2004 performance
plans include specific information on how the agencies utilized
them in preparing their respective sections of the fiscal year 2004
budget for the NFIP.

On February 25, 2003, the CMS submitted to the Committee the
Fiscal Year 2004—2009 Intelligence Community Strategy, as well as
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the strategies for the component agencies. The Committee, how-
ever, has yet to receive an updated Intelligence Community per-
formance plan for fiscal year 2004 and has received only two fiscal
year 2004 performance plans for individual Intelligence Community
components. These documents were due to Congress by March 1,
2003. Although the Committee understands that the CMS is still
editing and revising the performance plans submitted by the com-
ponent agencies, no extension of the March 1, 2003, deadline has
been requested. The Committee is disappointed that the Intel-
ligence Community has not completed these valuable documents in
time to support the Committee’s authorization for this fiscal year
or to inform the Intelligence Community’s own planning processes.
The Committee looks forward to receiving the performance plans
and expects that CMS will submit them in the near future. Before
submitting these reports, CMS should coordinate their efforts with
the office of the Under Secretary of Defense for Intelligence to en-
sure that requirements in CMS performance reports do not conflict
with commitments that Intelligence Community agencies within
DoD make as part of the DoD strategic and performance planning
processes.

Strategic planning for sensors and platforms

The Committee is aware of no capability within DoD or the Intel-
ligence Community for objectively, independently, and comprehen-
sively evaluating alternative sensor and platform architectures and
capabilities. There are some capabilities within different agencies
and departments, but none that are available, independent of the
program offices, to model and assess cross-program trades without
regard to the location of the sensor or platform (air, space, land,
or sea) or the level of compartmentation. Consequently, although
DoD and Intelligence Community officials expend substantial effort
and time evaluating program trades, they do so without the benefit
of the rigorous quantitative modeling necessary to optimize collec-
tion capabilities and architectures. Given the vast sums involved in
these programs, even modest increases in the efficiency of resource
allocation could lead to substantial benefits. Further, the Com-
mittee notes that the national military strategy, as well as the De-
fense Planning Guidance, have been developed in recent years
without the participation of the Director of Central Intelligence or
his staff, notwithstanding the growing importance of intelligence to
military operations and the need to build forces commensurate to
validated threats.

Accordingly, in Section 335, the Committee requires the Sec-
retary of Defense and the Director of Central Intelligence to jointly
report on progress toward establishing an independent, comprehen-
sive, analytical capability to assess collection program alternatives,
as well as the steps taken to better coordinate DoD and Intel-
ligence Community strategic and budgetary planning.

Intelligence Community compliance with Federal financial account-
ing standards

In Senate Report 107-63, the Committee conveyed its concern
with the Intelligence Community’s financial management practices
and required the Director of Central Intelligence and the Secretary
of Defense to task the appropriate statutory Inspectors General to
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perform an audit of the form and content of the Fiscal Year 2001
financial statements of NSA, DIA, NIMA, and CIA. This audit was
designed to ascertain if these agencies were able to produce finan-
cial statements that met Federal Government financial accounting
standards and OMB requirements. The NRO was not included in
this requirement because its financial statements have been au-
dited by an independent public accounting firm for the past three
years.

The resulting DoD and CIA Inspectors General reports found
that NSA, DIA, NIMA, and CIA could not produce auditable finan-
cial statements. Among the faults depicted were the improper prep-
aration of selected required statements, failure to use accrual ac-
counting, inability to reconcile the fund balance with Treasury, and
inaccurate reporting of property, plant, and equipment. The Com-
mittee found the lack of internal controls reflected by these prob-
lems of great concern.

Senate Report 107—63 also mandated that the Director of Central
Intelligence, in consultation with the Secretary of Defense, should
ensure that NSA, DIA, NIMA, and CIA all receive an audit of their
financial statements no later than March 1, 2005, to be executed
by a statutory Inspector General or a qualified independent public
accountant. The Committee acknowledged that NSA, DIA, and
NIMA may be affected by DoD plans to implement a DoD-wide Fi-
nancial Management Modernization Program, which is not ex-
pected to be completed before 2007. For example, the DoD Inspec-
tor General noted that NSA halted its plan to purchase a compliant
accounting system based on guidance from the Under Secretary of
Defense (Comptroller). This, in turn, affected DIA and NIMA,
which both use portions of the NSA accounting system.

In Senate Report 107-149, to facilitate adequate oversight of the
Intelligence Community’s financial management systems and prac-
tices, the Committee directed that the Deputy Director of Central
Intelligence for Community Management provide the Intelligence
Committees with a report on how CMS is structured to monitor In-
telligence Community compliance with the Chief Financial Officers
Act and related OMB guidance. The report recently provided to the
Committee by CMS included plans to monitor the ability of each
agency to produce a financial statement audit by 2005 and a de-
scription of the ability of CMS to assess the financial systems of
each agency in order to generate required oversight information.

Prior to the 2005 audit requirement, and as follow-on to the ini-
tial Inspectors General reports, Public Law 107-306 contained a
statutory requirement for annual reports from each agency head
describing the activities their organization had undertaken to
produce auditable financial statements. Additionally, the annual
agency reports required by Public Law 107-306 were to include a
description of the impact of the DoD modernization program and
the steps being taken to make current systems compliant with Fed-
eral standards in the interim. As of this writing, no such report has
been received from NSA, DIA, NIMA, or CIA. The Committee notes
that, due to the shift of certain report due dates in Public Law
107-306, some confusion existed as to the actual due date of these
reports. CMS recently coordinated interim responses from the sub-
ject agencies. The Committee, however, is concerned that this ini-
tial failure to consult the Committee on the due date is an indica-
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tion that the Intelligence Community still lacks the appropriate
level of interest in responsible financial management.

While the Committee has not received direct agency responses,
it notes that the DoD Inspector General independently provided the
Committee with follow-up reports that addressed the soundness of
the fiscal year 2002 financial statements of DIA and NIMA, as well
as the adequacy of their related procedures and controls. The DoD
Inspector General found that the financial statements of these
agencies were still unreliable. The reports determined that neither
agency dedicated the proper resources to the financial management
and reporting function and had not addressed the lack of internal
controls or deficiencies related to reconciling the data contained in
the various financial statements. The reports noted that the exist-
ing noncompliant budgeting systems and the current DoD financial
management modernization program hampered the agencies. The
DoD Inspector General recommended that the agencies institute
improved internal control procedures and devote the appropriate
resources toward the preparation of financial statements that will
meet OMB and DoD standards. A similar follow-up report on NSA
is in progress.

The CMS report on its oversight capabilities noted that the re-
spective DoD agency heads, not the Director of Central Intel-
ligence, have direct financial management authority and responsi-
bility for their agencies. Thus, the agency directors, not the CMS,
should provide the annual reports describing the activities that
each agency has undertaken to produce auditable financial state-
ments. Furthermore, in response to known difficulties in acquiring
the systems necessary to produce financial statements, the Com-
mittee has indicated its willingness to address the issue of extend-
ing the 2005 audit requirement. However, in the absence of the re-
quired progress reports from the directors of NSA, DIA, NIMA, and
CIA, the Committee has elected to delay a decision on the deferral
of the 2005 audits, pending the receipt of these progress reports by
December 1, 2003. The Committee has recently learned that a deci-
sion on the contractor for the new DoD financial management ar-
chitecture is forthcoming. In light of this imminent selection, the
Committee believes the December 1, 2003 deadline will provide the
agencies with ample time to assess the impact of the new architec-
ture.

National Security Agency budget, acquisition, and compensation re-
form

Congressional Budget Justification Book

The Committee commends the Director of NSA for the progress
made in the presentation and format of the Congressional Budget
Justification Book (CBJB) for the Administration’s request for fis-
cal year 2004. When compared to previous submissions, NSA’s
CBJB represents a good faith effort to project to Congress an accu-
rate, comprehensible request. The new budget structure and at-
tendant cross-walk, while complex, are understandable. Much re-
mains to be done, but the progress displayed in this single year is
noteworthy.
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Acquisition

The Committee continues to be concerned with the state of the
NSA acquisition process and frustrated by the lack of progress real-
ized in remedying this problem over the past three years. The Ad-
ministration’s budget request sustains the long overdue increase
for the Consolidated Cryptologic Program (CCP) executed by NSA.
Last year’s significant increase over the previous year coupled with
the fiscal year 2004 requested increase, will allow NSA to continue
its transformation initiative while supporti